
FACT SHEET 
Act 2014-239 (HB 54 Wood) 

Interference with Public Safety Communication 
Effective June 1, 2014 (Not codified as of Aug. 8, 2014) 

 
Act 2014-239 created the crime of interference with public safety communication which is a Class C 
Felony. 

• Class C felonies are punishable by prison time of 1 year and 1 day up to 10 years and/or a fine of 
not more than $15,000. 

 
Public safety communication is any radio signal, electronic transmission, telephone communication, or 
broadcast that is intended for law enforcement, fire service, 911 or emergency personnel acting under color 
of law which is transmitted or received by equipment capable of transmitting or receiving these types of 
communications by law enforcement, fire service, 911 or emergency personnel. 
 
5 ways to “knowingly and intentionally” commit this crime 
 

1. Harm equipment and property used for public safety communication 
Displaces, damages, removes, injures, tampers with, destroys, or renders inoperable any of the 
following property used for public safety communication: transmitter, receiver, transceiver, tower, 
antenna, cable, telegraph line, telephone line, wire, fiber, pole, computer equipment, 
telecommunication switch, dispatching equipment, conduit or related material or property. This 
property does not have to be owned by the public safety agency. 

 
2. Harm equipment and property used for emergency notification 

Displaces, damages, removes, injures, tampers with, destroys, or renders inoperable any of the 
following property used for audio or visual emergency notification: device, outdoor speaker, siren or 
related material or property 
  

3. Hinder public safety work by interfering with sending/receiving communication 
Interferes with the transmission or reception of any communication (data, communication, 
message, or public safety communication) by any law enforcement, fire service, 911 personnel, or 
emergency service agency for the purpose of hindering the agency.  

 
4. Interfere with public safety communication using technology 

Operates, or permits to be operated, any apparatus in his or her possession, or under his or her 
direct or indirect control, which is capable of transmitting radio signals or telephone 
communications that interfere with or cause disruption of a public safety communication. 
 

5. Intercept encrypted communication 
Intercepts any transmission of a public safety communication which is encrypted for the purpose of 
preventing the unauthorized access to sensitive information. 
 

Law contains exclusions for law enforcement, maintenance and utility workers. 

www.alabamacounties.org   





















Excerpts from  
Act 2014-431 (SB 317 Marsh) 

(Effective April 10, 2014. Not codified as of Aug. 8, 2014.) 

 
 
 
Amendment to Section 11-98-1, Code of Alabama 1975 
 

 
 
 
 
Amendment to Section 11-98-4.1, Code of Alabama 1975 
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Amendment to Section 11-98-5, Code of Alabama 1975 
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